The JYU data management plan template and guidelines

This template is modified from the General Finnish DMP guidelines and is identical to the Research Council of Finland (former Academy of Finland) DMP guidelines [2022]:  
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Read this first

· Data management plan (DMP) is a living document that elaborates in brief detail the measures that you have initially described in the ‘Research data, materials, and methods’ section of the research plan. Whenever applicable, it precedes and supplements the data privacy notice and the consent form. The aim of the DMP is to serve as a blueprint and a practical to-do memo for the research project to identify the needed tools and recourses for managing research data all along the project. At its core, DMP is an aid to follow the best scientific practice. 
· The planned procedures should aim to produce research data that are as FAIR as possible; i.e., findable, accessible, interoperable, and reusable. 
· ‘Data’ is a very broad concept here. It encompasses all materials, methods, scripts, and code, that are collected, used, and created in the research to draw the research results. 
· Start by checking all the questions in the DMP. 
· Use your own words; do not copy-paste sentences without understanding what they mean. Think that you describe practical solutions to the concrete needs of your datasets.  
· If some question is not relevant for your research and to your data, briefly explain why.  


	1. General description of the data

	1.1 What kinds of data is your research based on? What data will be collected, produced or reused? What file formats will the data be in? Additionally, give a rough estimate of the size of the data produced/collected.  
Briefly describe what types of data you will process, collect, and generate. You can refer to this description in the other questions in the DMP. List, e.g., tables and types of texts, images, photographs, measures, statistics, physical and biological samples, and code. NB! Detailed description of data analysis and methods are given in the research plan, and you can refer to it if needed. 

Best practices
1. Categorise your data in a table or with a clear list, for example:

A) previously collected existing data which is being reused in this project,
B) data collected for this project,
C) data produced as an outcome of the research process.
The categorisation can form a general structure for the rest of the DMP.
2. List the file formats for each dataset. In some cases, the file formats used during the research project may differ from those used in archiving the data after the project. List both. The file format is a primary factor in the accessibility and reusability of your data in the future.

3. Give a quite rough estimation of the size of the data is sufficient, for example, less than 100 GB, approx. 1 TB or several petabytes.




	1.2 How will the consistency and quality of data be controlled?
Explain how the data collection, analysis and processing methods used may affect the quality of the data and how you will minimise the risks related to data accuracy.
Data quality control ensures that no data are accidentally changed, and that the accuracy of data is maintained over their entire life cycle. Quality problems may emerge due to the technical handling, converting or transferring of data, or during its contextual processing and analysis.
Example (Business and Economics): 
“”Data quality will be ensured by establishing shared responsibility protocols within the research team. The PI will unsure that interview transcriptions (produced by the PhD researcher) are double checked. We seek to record the interview data in the highest possible resolution, and we have established a formal file sharing and file naming convention within the research team to ensure the accurate handling and processing of data. Raw (pseudonymized) interview data will be encrypted and stored with care to ensure data will not be changed, affected, or jeopardized by technical handling, analysis, or transfer. Hence, the original information content remains ensured at all times. Data quality assurance processes will be transparent and detailed in the Readme file accompanying the data.”
Best practices
· Adopt and enforce formal version control processes. This can mean e.g. simply shared and documented file naming conventions, or everyone in team working in Git repositories.
· Transcriptions of audio or video interviews should be checked by someone other than the transcriber.
· Analog material should be digitised in the highest resolution possible for accuracy.
· In all conversions, maintaining the original information content should be ensured.

	2. Ethical and legal compliance

	2.1 What legal issues are related to your data management? (For example, GDPR and other legislation affecting data processing.)
All types of research data involve questions of rights and legal and ethical issues. Demonstrate that you are aware of the relevant legislation related to your data processing. If you are handling personal or sensitive information, describe how you will ensure privacy protection and data anonymisation or pseudonymisation.
Best practices 
· If you collect and process personal data, specify which kinds, and briefly describe how you will protect the data in practice (your practical pseudonymization strategy, your possible practical anonymisation strategy, everyday safeguards such as password protection of devices and access log monitoring by the PI).  
· Check the JYU data protection guidelines and practical data security instructions. 
· Create your data Privacy Notice easily with a dynamic e-form (> Data Privacy Notice; currently only in Finnish. English version is upcoming in 2024.) 

	2.2 How will you manage the rights of the data you use, produce and share?
Briefly describe how you will agree upon the rights of use related to your research data – including the collected, produced and (re)used data of your project. Here, you can employ your categorisation in Question 1. Describe the transfer of rights procedures relevant to your project. Describe confidentiality issues if applicable in your project. 
Best practices 
· If you plan to publish data at some point, assign it a clear usage license to enable others use it. You can try e.g. the Creative Commons license chooser tool: https://creativecommons.org/choose/. 
· In any questions about rights and agreements, contact the JYU Legal Services at legal@jyu.fi.  
· If applicable, check the JYU IP and commercialisation guidelines. 
Example clause: 
[To be used in Research Council of Finland (former Academy of Finland) funded projects]: “The rights of the research data issued during the project are transferred to the University of Jyväskylä according to the funder’s requirements.”


	3. Documentation and metadata

	How will you document your data to make them findable, accessible, interoperable and re-usable for you and others?  What kinds of metadata standards, README files or other documentation will you use to help others understand and use your data? 
Metadata
Metadata is the key to the findability and accessibility of your data. At the University of Jyväskylä, the basic project-level discovery metadata of all new research datasets are filed and maintained by researchers in the data section of the University’s research information system Converis. When the dataset becomes ready, the researcher makes a request in Converis to publish the metadata record. Publishing takes place in the University’s JYX repository. In JYX, the metadata record gets a DOI and a permanent landing page so that others can find and cite your data. See examples of recent metadata publications in JYX. This basic metadata is always published, even in cases where the dataset itself cannot be made openly available for some justified reason (data privacy, trade secret, etc.). 
Best practices for creating metadata
· Check the JYU quick guide to creating and updating a metadata record in Converis. 
· The Open Science Centre offers hands-on help by request on how to create the metadata in Converis and publish it. Please contact researchsupport-osc@jyu.fi by the time your data start to accumulate and you start to analyse them – that is the ideal moment to create the metadata record. The metadata can be published at a later date; the most important thing is to file and save it for later in the active data analysis phase.  
Example clause: 
“The basic project-level discovery metadata of the new research data produced during the project will be filed and maintained in the Converis research information system of the University of Jyväskylä. This metadata will be published at an appropriate point and made permanently available in the University’s JYX repository (see 5.1).”
Documentation 
Documentation is the key to the interoperability and reusability of your data. It makes your data meaningful and usable in the long term. It refers to all the contextualizing, descriptive information that you provide about what, when, by whom, how, and why, is done to process and analyse the data. Examples of discipline-specific documentation include e.g. lab and field notebooks, Readme files, logs, metadata created by an analysis software, technical metadata produced by the instruments, etc. 
The idea of documentation is to ensure that the data will remain understandable and usable both to you and to others. It helps guarantee the transparency of your work. None of us is immortal – therefore, it is vital to document what you do in real time so that you will not forget something important that will be needed to interpret the data. 
Best practices for documentation
· Check the case studies in the JYU Guide to Data Documentation.  
· Identify the minimal contextual and structural information about the data that you need to document during the research so that you and others can trace what you have done, as well as interpret and use the data. 
· Describe your planned documentation strategy. 
· Briefly describe how you will organise the data during the project. Describe, for example, your file naming conventions, version control, and folder structure.

	4. Storage and backup during the research project

	4.1 Where will your data be stored, and how will they be backed up?
Describe your planned storage solutions. If you share data with e.g. project partners during the project, describe here and how you will do it. The JYU Digital Services are in charge of running backups for the data stored in the JYU storage services. 
The available JYU storage solutions for all types of sata (both sensitive and non-sensitive)

Non-sensitive data:
NextCloud (personal and group folder)
JYU OneDrive (temporary storage)
Researchvideo (video and audio files, transcriptions)

Sensitive data: 
NextCloud + encryption with Cryptomator
JYU OneDrive + encryption with Cryptomator
Researchvideo 
CollabRoom (only small max 50 MB files; instructions currently available only in Finnish)
Best practices 
· Never use commercial cloud storage services such as Google Drive, Dropbox, or similar. Your data are too valuable to be stored in them since if they lose your data, you are in great danger of not being able to restore them. 
· If working on field with a portable recorder and/or a USB drive, plan how you will move the files to JYU services as soon as possible after the data capture or collection. Describe how you will protect the access to the portable field devices. 

	4.2 Who will be responsible for controlling access to your data, and how will secured access be controlled?
It is essential to consider data security issues, especially if your data include sensitive data, personal data, politically sensitive information, or trade secrets. Describe who has access to your data, what they are authorised to do with the data and how you will ensure the safe transfer of data to your collaborators.


	5. Opening, publishing and archiving the data after the research project

	What part of the data can be made openly available or published? Where and when will the data, or their metadata, be made available?
You can start by describing that you will publish the Converis metadata when the entry becomes ready (see example clause below). 
Then, you can go on to describe what parts of the data you will dispose of and what you will archive, store for later, or make available for others, when, and where. You can use this grid: 
A) data to be destroyed upon the end of the research
B) data to be stored after the initial project phase has ended for a verification period, which varies across disciplines
C) data to be published or archived for potential re-use in a data repository or data archive (e.g., for 25 years). NB! Archiving means that you offer the dataset to some established FAIR-compliant archival body that after the submittal takes the distribution and long-term storage of the data in its hands. Storing data on your or the project’s storage space is not archiving, but continuing storage. Similarly, publishing means that the data is submitted to a FAIR-compliant data repository which then publishes it and offers it and the published metadata a PID and a landing page in n open data catalogue. 

Best practices
· When choosing a suitable repository for the data that you plan to make publicly available for reuse, make sure to choose a FAIR-compliant repository. This means that the repository actively curates the deposited data to ensure their quality and reusability, assign a PID, a usage license, and descriptive metadata to the dataset, and provide a plan for the preservation period for the data. This means that the deposited data will remain FAIR, i.e., findable, accessible, interoperable, and reusable, for the longer term. 
· Remember that not all data can or even should be made available! Plan to open or archive the parts of the data that have relevancy and reuse value for the longer term. 
Example clause:
“The basic project-level discovery metadata of the dataset(s) will be made openly available in the University’s JYX repository with a DOI for permanent findability and accessibility whenever the metadata are sufficiently complete to be published. This can take place even before the end of the project.” 


	6. Data management responsibilities and resources

	6.1 Who (e.g., role and institution) will be responsible for data management?
Summarise here all the roles and responsibilities described in the previous answers. Also, consider who will be responsible for the data resulting from your project after your project has ended.


	6.2 What resources will be required for your data management procedures to ensure that the data can be opened and preserved according to FAIR principles (Findable, Accessible, Interoperable, Re-usable)?
When using JYU’s and/or CSC’s data services and tools, the respective organisations will, as a rule, take care of the basic resources to FAIRify the data. Documenting the data is something that the researcher as the expert of their method is in charge of themselves. If relevant for your research, briefly estimate the resources, such as time and financial costs, needed to manage, share and preserve the data. These may include storage costs, hardware, staff time, the costs of preparing data for deposit and repository charges.
Best practices
· Consider whether there will be additional costs from computational facilities or resources that need to be accessed.
· Account for resources, time and money that are needed to prepare the data for sharing it and preservation (data curation).
· Remember to specify your data management costs in the budget according to funder requirements. 



		
