
 

 

DATASKYDDSBESKRIVNING –  
PIRLS 2026 ELEVENKÄT OCH ELEVPROV 

För vilka ändamål samlas personuppgifter in och vad används de till? 

De personuppgifter som samlas in i PIRLS 2026-studien (Progress in International Reading Literacy 
Study) används enbart för vetenskapliga ändamål. PIRLS är en studie om utbildning som stöds av IEA 
(International Association for the Evaluation of Educational Achievement) som är en internationell or-
ganisation. Den rättsliga grunden för de personuppgifter som samlas in i PIRLS 2026-studien är EU:s 
allmänna dataskyddsförordning artikel 6.1 e och den nationella dataskyddslagen 4.3 §. Detta innebär 
att behandling av personuppgifter är nödvändig för utförandet av uppgiften som är av allmänt intresse 
(för vetenskaplig forskning och statistik). I grundskolelagen (628/1998) åläggs myndigheten för utbild-
ningen att utvärdera den utbildning som ges samt att delta i en extern utvärdering av sin verksamhet. 
Som en del av denna externa utvärdering har undervisnings- och kulturministeriet gett i uppdrag till 
Pedagogiska forskningsinstitutet att samla information och rapportera resultaten för PIRLS-studien.  

Vilka personuppgifter ber vi om? 

De elever i årskurs 4 som deltar i PIRLS 2026-studien ombes att besvara en Elevenkät med vilket man 
samlar in data om de deltagande elevernas kön, ålder, om resurserna i hemmet, språk som talas 
hemma, läsning utanför skolan samt elevernas attityder om skolomgivningen, lektioner i läsning och 
om läsning i allmänhet. 

Eftersom hanteringen av personuppgifterna i PIRLS-studien grundar sig på utbildningsmyndighetens 
lagstadgade utförande av uppgiften ber man inte enskilt om tillstånd av personuppgifternas hantering 
från dem som besvarar enkäterna. Om du inte vill besvara någon fråga i enkäten kan den lämnas obe-
svarad. 

Vilka personuppgifter samlas in? 

De uppgifter som samlas in med elevenkäterna i PIRLS-studien sparas i numeriskt format. Den nume-

riska datan som sparas representerar gjorda val (t.ex. flervalsfrågor eller ja/nej -svar). Eftersom enkä-

ten bevaras på webben kommer också följande inloggningsinformationer att lagras: den första och 

den sista inloggningstiden, totalt antal gånger eleven har loggat in, frågornas nummer samt statusen 

för enkätens inlämning. Utöver detta kommer också följande information om loggdata lagras: alla na-

vigeringshändelser, varje klick på radioknappar, varje svarsalternativ som syns i rullgardinsmenyn och 

musens fokus på varje svarsalternativ. 

Den sparade datan kan inte användas separat för att individualisera enligt den svarandes namn. Istäl-

let motsvarar ett individuellt ID-nummer de elever som deltar och svaren kan kopplas till andra enkät-

svar på skolan. Den skolansvarige och Pedagogiska forskningsinstitutet är de som endast har inform-

ationen om detta ID-nummer och elevens namn. Namnuppgifter utlämnas inte till IEA eller en tredje 

part. 

Var, hur och hur länge sparas personuppgifterna? 

Datan som samlas in i PIRLS-studien lagras på ett säkert sätt och utomstående har inte tillgång till 

datan. De anställda på Pedagogiska forskningsinstitutet som behandlar materialet har genomgått ut-

bildning för dataskydd och är bundna av den lagstadgade tystnadsplikten.   

Pedagogiska forskningsinstitutet skickar svarsdata till IEA i pseudonymiserad format via en säker Sha-

rePoint-server. Pseudonymisering innebär att personuppgifter behandlas på ett sådant sätt att per-

sonuppgifterna inte längre kan kopplas till en specifik person utan ytterligare information. All sådan 



 

 

ytterligare information lagras separat och tekniska och organisatoriska åtgärder vidtas för att säker-

ställa att personuppgifter inte kan kopplas till en identifierad eller identifierbar fysisk person. Dessu-

tom har alla anställda inom IEA som hanterar informationen skrivit under en tystnadsförbindelse och 

har utbildats för hanteringen av datan. 

Personuppgifterna lagras på följande sätt: 

Svarsuppgifterna sparas än så länge så att de kan utnyttjas i analyser. Svaren omvandlas till en databas 

med vars hjälp forskarna runt världen kan jämföra de olika skolsystemen (se nedan Offentlig tillgång). 

Informationerna från elevenkäten (inkl. säkerhetskopior) samlas in och lagras på Microsoft Azure  

-servern i Amsterdam, Nederländerna. Data som samlas in av nationella forskningscentraler med hjälp 

av separata blanketter laddas upp till IEA:s SharePoint-server som underhålls av Microsoft i Europa. 

Data från elevprovens svar (inkl. säkerhetskopior) kommer att samlas in och lagras på AWS-servern i 

Europa. 

Alla uppgifter som mottagits för databehandling har lämnats utan namn – uppgifterna innehåller end-

ast ID-koder. 

Till vem och hur överlåts PIRLS-studiens data? 

PIRLS-studien leds av en internationell forskningscentral (International Study Center, ISC), som är be-

lägen vid Boston College, USA och merparten av dataanalysen äger rum där. Analysen kräver svars-

data, som skickas till ISC via en säker SharePoint-server i pseudonymiserad format. Anställda på ISC 

som använder informationen för analyserna har undertecknat en tystnadförbindelse och har genom-

gått omfattande utbildning i dataskydd och integritetsskydd. 

IEA har genomfört den obligatoriska konsekvensbedömningen av dataöverföring gällande överföring 

av personuppgifter utanför Europeiska ekonomiska samarbetsområdet till USA, ett så kallat tredje-

land. IEA förlitar sig på Europeiska kommissionens modellavtalsklausuler (modul II: Controller-to-Pro-

cessor transfers) vid överföring av pseudonymiserade personuppgifter till USA. IEA har också ingått 

ett databehandlingsavtal med Boston College ISC. 

I PIRLS 2026-studie genomför ISC i samarbete med IEA en automatiserad bedömning baserad på arti-

ficiell intelligens som används för öppna provfrågor vid sidan av en mänsklig bedömning i alla län-

der/områden. Artificiell intelligens som verktyg till språkliga processer tillhandahålls av OpenAI, LLC. 

ISC har anskaffat ett GDPR-tilläggsavtal för databehandling (Data Processing Addendum) som är en 

del av avtalet med OpenAI. Detta avtal säkerställer att OpenAI inte kommer att använda eller lagra 

informationen för utbildning eller förbättring av modellen. Avtalet innehåller tydliga villkor för data-

behandling, hantering av åtkomsträttigheter och radering av data i enlighet med GDPR. OpenAIs un-

derleverantör kommer endast att ha tillgång till svaren på de öppna frågorna utan några personupp-

gifter (personally identifiable information). 

Datan återsänds också genom den skyddade SharePoint-servern till den nationella forskningscen-

tralen dvs. Pedagogiska forskningsinstitutet som genomför PIRLS-studien. 

Datan som förbinds till enkäten 

Förutom eleverna ombes lärarna och rektorerna/skolledarna besvara en egen enkät. Föräld-

rarna/vårdnadshavarna för eleverna i årskurs 4 ombes också att besvara en Enkät om tidig inlärning. 

Datan som fås från dessa enkäter sammanfogas med datan från elevenkäterna i den slutliga internat-

ionella databasen (international research database, IDB). 



 

 

Offentlig tillgång  

Den slutliga databasen för studien kan nås av allmänheten på följande webbadress: 

https://www.iea.nl/index.php/data-tools/repository (Hamburg, Tyskland) 

https://timssandpirls.bc.edu/index.html (Boston, USA) 

All data i databasen är pseudonymiserade och kan inte kopplas samman med enskilda individer eller 
skolor.  

Automatiska beslutsfattandet och profileringen  

Det automatiska beslutsfattandet och profileringen som man syftar till i EU:s allmänna dataskyddsför-

ordning artikel 22 genomförs inte. 

Den registrerades rättigheter 

Den registrerade har EU:s allmänna dataskyddsförordning artikel 7–22 nämnda rättigheter. Pedago-

giska forskningsinstitutet vid Jyväskylä universitet behandlar dina personuppgifter enligt dataskydds-

lagstiftningen (EU:s allmänna dataskyddsförordning och lagen om dataskydd 1050/2018) enligt rättig-

heterna för de enskilda personerna. Du har rättighet att få se dina personliga uppgifter samt begära 

att oklara och felaktiga uppgifter rättas.  

Om du har några frågor angående den registrerades rättigheter kan du kontakta registeransvarige på 
universitetet. Alla frågor angående rättigheternas genomförande skickas till Jyväskylä universitetets 
registratorkontor. Kirjaamo ja arkisto, PB 35 (C), 40014 Jyväskylä universitet, tel. 040 805 3472, e-post: 
kirjaamo@jyu.fi. Besöksadress: Seminaarinkatu 15 C-byggnad (Universitets huvudbyggnad, 1 vån), 
rum C 140. 

Kontaktinformation för registeransvarige på Jyväskylä universitet: 
Tel: 040 805 3297 
E-post: tietosuoja@jyu.fi  

Du har rätt att överklaga till dataskyddsansvariges kontor om du anser att behandlingen av dina per-
sonuppgifter har brutit mot tillämplig dataskyddslagstiftning. 

Kontaktuppgifter: 

Dataombudsmannens byrå 
Besöksadress: Fågelviksgränden 4, 00530 Helsingfors 
Postadress: PB 800, 00531 Helsingfors  
E-post: tietosuoja@om.fi 
Telefonväxel: 029 566 6700 
Registratorskontor: 029 566 6768 

Registeransvariges kontaktinformation: 

Pedagogiska forskningsinstitutet 
Alvar Aallon katu 9 
PB 35 

40014 Jyväskylä universitet  

Tel: 040 805 4810 (Kaisa Leino, nationell koordinator) 

Tel: 0400 545 105 (Eija Puhakka, data manager) 

E-post: pirls2026@jyu.fi 
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Stichting I.E.A. Secretariaat Nederland 

Keizersgracht 311 

1016 EE Amsterdam 

The Netherlands 

Tel. +31 20 625 3625  

E-post: secretariat@iea.nl 
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